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Database Security

A great way to secure the users of MongoDB, is to make login credentials for each user that will have access to the database. Each user should have authorization according to the role they serve. The roles should be customized according to the needs of each team member.

One way to secure database queries is to validate the user input before the query is executed. This ensures that the inputted data is the right type, length, and format.

To keep the data within the database secure its smart to limit access to the database. Another good idea is to encrypt the data so it’s indecipherable to those who are not supposed to be viewing it.

Encryption at rest is when data is transformed into an unreadable format or language, and can only be decrypted with a key. This is used to keep data from getting stolen or leaked.

Encrypting data in transit is when data is encrypted just while traveling between devices, servers, or networks. When data is being transmitted it’s a vulnerable time and easy to be stolen by attackers. Encryption scrambles the information and only the receiver can understand the data. All MongoDB data is encrypted with TLS. TLS is Transport Layer Security and SSL is Secure Sockets Layer, both of which are used to create secure connections between sender and receiver.

MongoDB has many recommendations for secure passwords. Passwords should be 12 characters long, have upper and lowercase, letters, numbers, and special characters. Passwords should not be reused and should expire periodically. MongoDB also encourages the use of two-factor authentication.
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